BREAKING NEWS

August 2023
VERY IMPORTANT: STATE FINANCE OFFICE CLOSURES

The Customer Resource Center Helpdesk (CRC) will be closed ALL
DAY on Tuesday, August 29, 2023.

NEW REQUIREMENT FOR USING ASAP FEDERAL PAYMENT SYSTEM:
REGISTER BY SEPTEMBER 15



https://urldefense.com/v3/__https:/nasact.us12.list-manage.com/track/click?u=61c76c4b320bf504df577d7d7&id=b95c7f26c7&e=a727ce430c__;!!Db6frn15oIvDD3UI!hQa8K2bYVVEplX1T_Pwt3cML9yq3ttuxOOGP2P4XZQ0KpS2OQHQGqX0jeD_BcSmAtjhPaTRXc0b8W5xMVg$

OFFICE OF STATE BUDGET DIRECTOR AGENCY BUDGET DEADLINES

DEADLINE ACTION

September 30, 2023 Office of State Budget Director provides preliminary revenue estimates
for the General Fund and Road Fund, based upon revenue forecast from
consensus forecasting group for FY 2023-2024, FY 2024-2025, and FY
2025-2026.

Each state-administered retirement system as defined by KRS 6.250(5)
submit preliminary projection of the actuarially required contribution
rates payable for the 2024-2026 biennium to the Office of State Budget
Director and the Legislatve Research Commission.

October 1. deadline for Budget Unit Heads to submit agency budget
to each Branch and to the Legislative Research Commission.

- -

Attention:
Next eMARS Newsletter

jeanne.waters@ky.gov




FRAUD/PHISING

FRAUD/PHISHING ATTACKS: In the recent weeks, we have seen an escalation in Phishing attacks
across the Commonwealth, which can affect many eMARS users.

We also see Phishing attempts as it relates to eMARS Vendors, and their account information. We
are asking that you be diligent when requesting or changing vendor information in eMARS. Please
verify all changes via a phone call directly with a known contact prior to creating your VCC or VCM
document. Please continue sending all VCM supporting documentation to eMARS.Vendors@ky.gov.

Please remember that the CRC has limited staff and we are relying on agencies to validate and verify
the information sent to them pertaining to invoices and vendor records. Please reach out to a
known email address or phone number, and do not rely on the information sent to you on an
invoice or an email. We have seen several instances of email hacks and hackers are sending
fraudulent invoices for payment and asking for banking and payment changes on their vendor
record.

Always ask, " Do | have proper documentation from the vendor to make these changes?"
Always, Always, Always confirm with the vendor that the request was made my them.

When sending sensitive information to SAS please use #encrypt in the subject of the email.




Document Catalog Clean up. ACTION NEEDED
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VENDOR RESPONSIBILITIES:

Customer Resource Center
Ph: 502-564-9641
Toll free: 877-973-4357
Finance.CRCGroup@ky.gov



https://finance.ky.gov/Office-of-the-Controller/Office-of-Statewide-Accounting-Services/customer-resource-center/Documents/00_CRC%20Contact%20Table.pdf
https://finance.ky.gov/office-of-the-controller/office-of-statewide-accounting-services/customer-resource-center/Pages/default.aspx
mailto:Finance.CRCGroup@ky.gov

